**1. Cách kiểm tra link rút gọn mà không nhấn trực tiếp:**

* Sử dụng công cụ mở rộng link để xem URL đích thực trước khi truy cập.
* Dán link vào các trang web kiểm tra an toàn để phát hiện khả năng lừa đảo.
* Kiểm tra kỹ phần tên miền và độ tin cậy của nguồn gửi mail.

**2. Ba công cụ hoặc cách kiểm tra link rút gọn:**

* **CheckShortURL (checkshorturl.com):** Hiển thị link gốc, cho biết trang có an toàn không.
* **Unshorten.It (unshorten.it):** Mở rộng link và phân tích độ an toàn.
* **VirusTotal (virustotal.com):** Quét link để phát hiện phần mềm độc hại hoặc lừa đảo.

**3. Tại sao link rút gọn thường được dùng trong lừa đảo:**

* **Che giấu địa chỉ đích:** Link rút gọn làm khó người dùng nhận biết trang web thật hay giả.
* **Tăng khả năng lừa đảo:** Tin tặc dễ dàng ngụy trang các trang giả mạo hoặc chứa mã độc qua link rút gọn.
* **Dễ chia sẻ và lan truyền:** Link ngắn gọn, thuận tiện để gửi qua email, mạng xã hội, làm tăng phạm vi tiếp cận.